
CYBER TRAINING

FIRST NAME LAST NAME EMAIL ADDRESS

As part of your cyber package, you have access to ongoing cyber training for
your team. 

Once we have setup your learners they will receive an introduction email, login
details and 2 training videos to start on. From there they will then receive a
training video per month.

Videos range from 2-4 minutes and are based on real events that have
occurred. Once the learner has finished the video, they will be asked a couple
of multichoice questions. If they fail the questions, they are then sent targeted
training based on the specific cyber content. 

You can check the Training Schedule, Reports and how your team is doing on
the portal under Security Awareness Training. 

Please fill in learners for the cyber training platform:

*Please note email addresses need to be different per team member as training and
simulations are sent to each user and therefore, they cannot be the same email address. 

If you would like to train more people, please speak to your account representative. 



QUESTION ANSWER

Name of CEO?

Name of IT Manager?

What industry are you in?

What city are you located in?

What is your main office address?

What platform do your run your email
service through? Google Apps, Office 365, Other

What services are your staff likely to
use? Netflix, Apple Store, Amazon, Myer

What accounting software do you use? Xero, MYOP, Other, Don’t use one

PHISHING SIMULATIONS

Another good method to keep your team thinking about Cyber Security is through
simulations.
 
Please answer the following questions for us to setup your simulations. 
These questions are to provide more direct simulations based upon platforms your
team uses and information around the business. 

Please note our simulations are safe and will not infect a device, its sole purpose is to identify
learners who need more assistance and provides your business with an overview on which
learners could potentially be a cyber risk to the business.

Any learners who click on a phishing simulation will receive targeted training around the
importance of good practices and their obligations to keep the business secure. 

You can check the Simulations that are in the schedule along with how your team is 
doing on the portal under Phishing Simulations.


